The Step by Step Process to completing and uploading this assessment
Make sure you finish the Topic before attempting the template assessment.

Step 1 – Complete the template below and save in a safe place on your computer, taking care to complete all the blank spaces
There will be multiple templates to complete as part of this Module. Once you have completed all the templates – you are ready to submit.

Step 2 – Enter the Submit Your Templates area of the Module.
[image: ]
Step 3 – Scroll to the bottom of the page and click the Add Submission button
Step 4 – Again scroll to the bottom of the page and ‘drag and drop’ your files into the box
[image: Macintosh HD:Users:Matt:Desktop:Screen Shot 2013-09-29 at 2.01.58 PM.png]
Step 5 – Once the files are uploaded, click Save Changes
Step 6 – If you are ready to submit click Submit Assignment
Step 7 – Click Continue – this will send your document for grading and you will not be able to make further changes.
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Categories of Risk
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Risk Management Plan |Risk Identification

In the table below Identify 3 risks for each category of risk and evaluate the likelihood and consequence.
	Risk Identification

	Type
	Risks
	Likelihood
	Consequence
	Grade

	eg. Technical
	Production machinery has 
a major malfunction
	Unlikely
	Major
	Major
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Risk Management Plan | Risk Management Approach

Decide on a risk management approach, implement and evaluate
(Identify 1 risk from each type and identify the action you will take)
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	Risk Management



	Type
	Risks
	Action
	

	eg. Technical
	Production machinery has a major malfunction
	A combination of Reduction Approach through Training on best practice of using machine and Non-Insurance Transfers by having regular maintenance performed by a 3rd party who then must supply back up procedures.
	Implement When?

	
	
	
	Begin training before purchasing machinery

	
	
	
	Evaluate When?

	
	
	
	Every 3 months

	1. 
Strategic
	
	
	Implement When?

	
	
	
	

	
	
	
	Evaluate When?

	
	
	
	

	2.
Financial
	
	
	Implement When?

	
	
	
	

	
	
	
	Evaluate When?

	
	
	
	

	3. 
Operational
	
	
	Implement When?

	
	
	
	

	
	
	
	Evaluate When?

	
	
	
	

	4.
Employee
	
	
	Implement When?

	
	
	
	

	
	
	
	Evaluate When?

	
	
	
	

	5. 
Environmental
	
	
	Implement When?

	
	
	
	

	
	
	
	Evaluate When?

	
	
	
	

	6.
Political & Economic
	
	
	Implement When?

	
	
	
	

	
	
	
	Evaluate When?

	
	
	
	

	7.
Health and Safety
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Risk Management Plan | Policy And Procedure

	Risk Policy Procedures

	Type
	Risks
	Policy and Procedure (rules)

	eg. Technical
	Production machinery has a major malfunction
	 - staff must complete online training course on machine before using 
 - 3rd party maintenance must be arranged every 2 months
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Risk Management Plan | Stakeholders

How will you communicate your risk findings and actions to all stakeholders? 
	Stakeholder
	How can 
they help 
identify/analyse risks?
	What & how will you 
communicate 
to them?

	
	
	

	
	
	

	
	
	




Risk Management Plan | Evaluation

Do any of your risk management approaches increase potential risks in other parts of the organisation or operations? (min 200 words)
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RISK IDENTIFICATION

ic (the risk of
planning failure)

inancial (the risk of financial
controls failing)

Poor marketing
Poor acquisition

Unexpected changes in consumer behaviour
Political and regulatory change
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Lack of credit assessment

Fraud

Systemic failure

Poor receivables and inventory management

Operational (the risk of
3. human error - wilful or
omission)
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FINANCIAL CONSEQUENCES

Catastrophic Above $4m
A disaster with potential to lead to the
collapse of the business

Major >$1m to $4m
Acritical event which with proper
management can be endured

Moderate >$250K to $1m

A significant event, manageable under
normal circumstances

Minor >$25K to $250K

Requires some management to
minimise the impact

Insignificant <§25K

The impact can be absorbed through
normal activity

LIKELIHOOD

Rare Event may occur in exceptional
circumstances

(eg 100 - 1,000 years)

Unlikely Event could happen
(eg 10- 100 years)

Possible Event could occur
(eg 1-10 years)

Likely Event will probably occur once
per year

Almost certain Event is expected to
occur more than once per year

Consequence
Insignificant | Minor
Likelihood

Almost

Amost Moderate

Likely Moderate

Possible

Moderate Major Catastrophic

Moderate

Unlikely

Moderate

Rare

Moderate
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You can choose one or more of the following approaches:

Avoidance: This approach can result in
opportunity loss.

Reduction: This approach focuses on
controlling the frequency and severity
of losses to either eliminate or reduce
loss and is often referred to as ‘loss
control’.

A common method of reduction is to
train staff on the risks.

Retention: This approach is a result of
a conscious decision to retain risk and
is usually used for high frequency, low
severity risks where the potential losses
are relatively small.

Non-insurance transfers: This approach
results in risk being transferred to a
party other than an insurance company.
An example is the transfer of risk to
contractors.

Sharing: This approach can be used
where a consortium or partnership has
been formed and involves the risk being
shared either equally or proportionately
between the financial partners.

Insurance: This has been the traditional
approach to managing risk. However,
with increasing cost of insurance

this approach can be cost prohibitive
and may not be available to all
organisations.

Referral: Sometimes the most
appropriate approach to managing risk
is to refer it to a more suitable person.
This could be a specialist internal or
external risk management department,
or it could be a colleague or manager.
Check with your HR or Risk department
to see what existing referral policies you
have.
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